
Force Protection



Significant Terrorist Events



Terrorism Threat Levels



Are there any 
terrorist groups in 

my area?

First factor



Are they violent?

Second factor



Do they attack 
Americans?

If violent-



How active are 
they?

Activity factor



How 
sophisticated 

are they?

Sophistication factor



Will the local 
population warn 

Americans?

Cultural factors



What tactics?

What type of 
attack?

Tactical factors



How do they operate?

Are they predictable?

Operational factors



Select and Identify Targets



Indicators of Potential Terrorist Activity 

What to look for?



Surveillance



Elicitation



Test of Security

Attempts to measure reaction times 
by security forces or law enforcement.

Attempts to penetrate physical 
security barriers or procedures.



Acquiring Supplies

Explosives

Weapons

Ammo

Uniforms

Flight Manuals

Passes or Badges

Any other controlled item



Dry Run



Deploying Assets

See Something,

Say Something



AF Eagle Eyes



Individual Protective Measures



General Security



Travel Security



Hotel Security



Tourism Safety



In- Transit Security



In-Transit Security



In-Transit Security



In-Transit Security



Home Security

Your Home
Your Security

Your Responsibility



Home Security



Home Emergencies

Post Emergency Numbers

Household Rules addressing Visitors

Emergency meeting place



Cyber Security



Tips

Be Anonymous

Plan Ahead

Be Aware

Control Access

Be Unpredictable

Be a Team Player



Force Protection



Force Protection Condition (FPCON) Levels 
There are five FPCONs, beginning with Normal, then 
Alpha, and moving upward through Bravo, Charlie and 
Delta.

FPCON Levels



FPCON Normal
is a general threat of possible terrorist activity and you can 
expect to see a routine base security posture:

• A terrorist attack is always possible.
• Best information available offers no indication of 

probable attack.

FPCON Levels

Expect to see a routine posture.



FPCON Alpha
When there is a general threat of possible terrorist 
activity, which are unpredictable, against personnel and 
facilities:

• General conditions suggest 
possible violence.

• Nothing indicates that 
this installation is targeted.

• Must be capable of being 
maintained indefinitely.

FPCON Levels

Expect random vehicle checks and increased crime prevention 
efforts.



FPCON Bravo
When an increased and more predictable terrorist 
threat activity exists: 

• Specific information suggests probable violence.
• Nothing indicates that this installation is targeted.
• Extra precaution is appropriate to deter 

terrorist planning.
• Must be capable of being 

maintained for weeks 
without hardship.

Expect to see closer inspection of vehicles and 
deliveries, ID checks, and a greater presence of guards 

on your installation.

FPCON Levels



FPCON Charlie
When an incident occurs or when intelligence indicates 
that some form of terrorist targeting against personnel 
and facilities is imminent: 

Expect increased inspections of vehicles and facilities and an 
increase in security forces augmentation.

FPCON Levels



FPCON Delta
When an increased and more predictable terrorist threat 
activity exists: 

• Specific information suggests probable violence.
• Nothing indicates that this installation is targeted.
• Extra precaution is appropriate to deter 

terrorist planning.
• Must be capable of being 

maintained for weeks 
without hardship.

FPCON Levels

Expect an interruption or delay to normal installation routines.



Random Antiterrorism Measures (RAMs)

Protective measures may include:



Force Protection













Counter-Intelligence 



Intelligence encompasses 
functions involved in collecting, 

producing, and distributing 
data that have strategic, 

tactical, or technical value from 
and intelligence viewpoint.

Knowing what an adversary is 
doing, or plans to do, puts one 

in a much better strategic or 
tactical position.

Intelligence 



Treason- Whoever, owing 
allegiance to the United 

States, levies war against 
them or adheres to their 

enemies, giving them aid and 
comfort with the United 

States or elsewhere, is guilty 
of treason (see Title 18, USC. 

§2831).

Treason



Espionage involves a 
government or individual 

obtaining information that is 
considered secret or 

confidential without the 
permission of the holder of the 

information. 

Espionage is inherently 
clandestine, and is a subset of 

Intelligence gathering.

Espionage



Sabotage is deliberate 
action aimed at 

weakening another 
entity through 

subversion, 
obstruction, disruption, 

or destruction.

In war, the word is used to describe the activity of an individual or groups actions 
result in the destruction or damaging of the productive or vital facility, such as 
equipment, factories, dams, public services, or logistic routes.



Subversion is an act or acts
inciting military or civilian

personnel of the Department
of Defense to violate laws,

disobey lawful orders or
regulations, or disrupt military
activities with the willful intent

thereby to interfere with, or
impair the loyalty, morale, or

discipline, of the Military
Forces of the United States.



Traditional -- Hostile countries that openly target the United States

Information Mercenaries -- Anyone who may seek intelligence information or 
access to the information for possible profit  (i.e. Computer Hackers, Media, 

Aircraft Spotters, etc.)

Non-Traditional -- threats today come in the form of terrorism, drug trafficking, serious 
communicable diseases, piracy, illegal immigration and information security.





You must report any of the following situations immediately:

Illegal activity, conduct, or requests for participation in illegal activities or 
other conduct that might make someone susceptible to blackmail or result 

in security violation.

Unauthorized contact with an individual who is suspected of being 
associated with a foreign intelligence/security organization, including 

attaches, or terrorist organization.



Individuals are required to report when unauthorized intrusion into U.S. 
automated information systems, networks, or other cyber capabilities, 

whether classified or unclassified;

Unauthorized transmissions of classified or unclassified controlled 
information without regard to 

Medium
Destination

Origin
Must be reported to the AFOSI



Incidents or behaviors that are otherwise reportable must be reported 
to the supporting AFSOI or CI Office.

Remember, “contact” means any exchange of information directed to 
an individual including:

Solicited or Unsolicited Telephone calls
Text Messages

Interaction via social media
Networking websites

Email
Radio Contact

Face – to – face meeting and repeated contact with foreign national.



Counter-Intelligence is information gathered
(and activities conducted)

to protect against espionage and sabotage.

Report any incidents or contacts to AFOSI IMMEDIATELY



ACTIVE SHOOTERActive Shooter:



This completes your yearly Force Protection 
Requirement. If you have any questions please 

reference the ANG SharePoint site:

https://cs3.eis.af.mil/sites/OO-ED-AN-
33/ANC/

https://cs2.eis.af.mil/sites/12866/ANC/

